Intercept X & Endpoint Protection

SOPHOS

Security made simple
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Endpoint Protection managed by Enterprise Console =0PHOS
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* Recommend server-specific SVRWLV and SAVSVR licenses that include the full agent offering and Sophos for
Virtual Environments (centralized scanning, light agent) offering for Windows servers.
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Server Operating Systems are not covered by Central Endpoint or Central Intercept X.



