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Server Protection 

Windows/

Linux

Browser based console      

Enhanced Management & disitributed 

Updates
     update cache (w) update cache (w)

Anti-Malware using Agent Software           

Anti-Malware with Thinagent via Sophos 

for Virtual Environments
(Win) (Win) (Win) (Win) (Win) (Win)

Web Control/Filtering  (Win, Mac) (Win) (Win)  (Win, Mac) (Win)

Device Control  (Win, Mac) (Win) (Win)  (Win, Mac) (Win)

Application Control (Win) (Win) (Win) (Win) (Win) (Win)

Data Control (DLP) (Win) (Win) (Win) (Win)

Patch-Assessment (Win) (Win) (Win)

Client Firewall (Win) (Win) (Win) (Win)

Malicious Traffic Detection (Win) coming coming (Win)  

Download Reputation (Win) (Win) (Win) (Win) (Win) (Win) (Win) (Win)

Heartbeat (syncronised security) (Win, Mac)  (Win)

Exploit Prevention (Win Client) 

CryptoGuard (Anti-Ransomware)  (Win, Mac) (Win)

Root Cause Analysis 

Sophos clean   (Win)

User based policies    

Machine based policies           

Automatic Server exclusions (Win) (Win)

Active Directory Integration       

Virtualization Optimization    

Server Lockdown (Win)

PureMessage for Exchange  

Windows Server, Windows Server, Windows Client, Windows Client, Windows Client Windows Server, Windows Server

Mac, Linux Mac, Linux, UNIX Mac Mac
together with 

Central Endpoint
Linux Linux

ESXi, Hyper-V ESXi, Hyper-V ESXi  Hyper-V ESXi  Hyper-V or with other AV ESXi  Hyper-V ESXi  Hyper-V

Endpoint Protection 

in UTM

Endpoint eXploit 

Prevention

Windows (Client, 

Server) - additional 

subscription

Central

Sophos Central

Central Server 

Standard

Central Server 

Advanced

Sophos Enterprise Console

Central Endpoint 

Intercept X

Central Endpoint 

Standard

 Central Endpoint  

Advanced

On Premise Installation

Windows (Client, 

Server)

UTM

Product
Endpoint Protection 

Standard

Endpoint Protection 

Advanced

Server Protection 

Enterprise

Platforms
Windows (Client, 

Server), Mac

Windows (Client, 

Server), Mac, Linux, 

Network Storage

Management


